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SOCIAL MEDIA BEST PRACTICES WHEN POSTING AS AN INDIVIDUAL 
 

The University of Alaska (UA) uses social media to supplement traditional press and marketing efforts. 
Employees are encouraged to share university news and events, which are a matter of public record, 
with their family and friends. Linking straight to the information source is an effective way to help 
promote the mission of the University and build community. When you might be perceived online as an 
agent/expert of UA, you need to make sure it is clear to the audience that you are not representing the 
position of UA or UA policy. While the guidelines below apply only to those instances where there is 
the potential for confusion about your role as a UA agent/expert versus personal opinion, they are good 
to keep in mind for all social media interactions. When posting to a social media site you should:  

 
Be Authentic  
Be honest about your identity. In personal posts, you may identify 
yourself as a UA faculty or staff member. However, please be 
clear that you are sharing your personal views and are not 
speaking as a formal representative of UA. If you identify 
yourself as a member of the UA community, ensure your profile 
and related content are consistent with how you wish to present 
yourself to colleagues.

1  

 
Use a Disclaimer  
If you publish content to any website outside of UA and it has 
something to do with the work you do or subjects associated with 
UA, use a disclaimer such as this: “The postings on this site are 
my own and do not represent UA’s positions, strategies or 
opinions.”  
 
Don’t Use the UA Logo or Make Endorsements  
Do not use the UA block letters, athletic logo or any other UA 
marks or images on your personal online sites. Do not use the 
University’s name to promote or endorse any product, cause or 
political party or candidate. UA logo and trademark guidelines 
can be found at: http://www.alaska.edu/opa/logo/. For individual 
campus guidelines, see your local marketing department. 
 
Take the High Ground  
If you identify your affiliation with UA in your comments, 
readers may associate you with the university, even with the 
disclaimer that your views are your own. Remember that you’re 
most likely to build a high-quality following if you discuss ideas 
and situations civilly. Don’t pick fights online.  
 
 
 
 
 

Don’t Use Pseudonyms  
Never pretend to be someone else. Tracking tools enable 
supposedly anonymous posts to be traced back to their authors.  
 
Protect Your Identity  
While you should be honest about yourself, don’t provide 
personal information that scam artists or identity thieves could 
use. Don’t list your home address or telephone number. It is a 
good idea to create a separate e-



      

                                     

SOCIAL MEDIA GUIDELINES WHEN POSTING ON BEHALF OF THE 
UNIVERSITY OF ALASKA 

 
Online collaboration tools provide low-cost communication methods which foster open exchanges 
and learning. While social media tools are changing the way we work and how we connect with the 
public and other higher education institutions, the University of Alaska policies and practices for 
sharing information remain the same. In addition to the general guidelines discussed above, when 
you are creating or posting to a social media site on behalf of UA you need to:  
 
Seek Approval  
Any messages that might act as the “voice” or position 
of the university or a school/college/unit must be 
approved by the university or the director of the 
school/college/unit or their delegate. If you are unsure, 



      
 
 
SAFETY & PRIVACY TIPS FOR SOCIAL MEDIA NETWORKING 
 
 
The Internet is open to a worldwide audience. When using social media channels, ask 
yourself:  
 

1. Did I set my privacy setting to help control who can look at my profile, personal 
information and photos? You can limit access somewhat but not completely, and 
you have no control over what someone else may share.  
 

2.  How much information do I want strangers to know about me? If I give them my 
cell phone number, address, email, class schedule, a list of possessions (such as 
my CD collection) how might they use it? With whom will they share it? Not 
everyone will respect your personal or physical space. 
 



      

                                     

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 

                                          


